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1 Introduction 

Using Secondary Restore Server, you can restore backup data from a detached secondary storage pool to 

the original or to another computer. The vault is not required to complete the restore, and a vault license is 

not required.  

After mounting a secondary storage pool location using Secondary Restore Server, use Portal or Windows 

CentralControl to add the Secondary Restore Server as a vault for an Agent. You can then perform a Restore 

from another computer. You must know the encryption password to recover encrypted data. 

The device with the secondary storage pool, such as a USB drive, must be local to or mapped on the 

computer where you run Secondary Restore Server. You cannot enter or choose a UNC location when 

mounting a secondary storage location. 

1.1 Prerequisites 

Microsoft .NET Framework version 4.5 must be installed and running before you can use the Secondary 

Restore Server. 

Do not run other vault services or applications on the computer where you run Secondary Restore Server. 

1.2 Run Secondary Restore Server  

When you run Secondary Restore Server, executable files are copied to the hard disk. By default, Secondary 

Restore Server files are saved in the temp directory defined by an environment variable on your computer 

(e.g., C:\Users\Administrator\AppData\Local\Temp\SecondaryRestoreServer). 

After you exit from Secondary Restore Server, application files do not remain on disk. Only the following files 

remain in the SecondaryRestoreServer directory: 

• vaultDB.cfg - stores vault settings  

• RestoreServerInstall.log - records Secondary Restore Server activity and errors.  

You need Administrator rights to run Secondary Restore Server. 

To run Secondary Restore Server: 

1. Double-click the Secondary Restore Server executable on the computer with a local or mapped 

secondary storage pool location. 

The Secondary Restore Server dialog box appears.  

2. Click Mount. In the Browse for Folder dialog box, select the location with the secondary storage 

pool that you want to make available for restores, and then click OK. 
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If the secondary storage location is on a different machine than the Secondary Restore Server, the 

network drive must be mapped on the machine where the Secondary Restores Server is running. 

You cannot enter or choose a UNC location for mounting a secondary storage location. 

Note: Repeat this step for each secondary storage pool location that you want to make available for 

restores.  

3. Complete the following fields in the Secondary Restore Server dialog box: 

Field Description 

Port The port used to communicate with the secondary storage location. 

Account The account for connecting to the secondary storage. 

User The user name for connecting to the secondary storage. 

Password The password for connecting to the secondary storage. 

Log File location Location for Secondary Restore Server logs. Click Browse to select a location. 
 

 

4. Click Start. 

Secondary Restore Server makes data in the specified storage locations available for restore.  

5. (Optional) To remove a secondary storage pool location, click the secondary storage location, and 

then click Remove. 

6. To stop running Secondary Restore Server, click Exit. 
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1.3 Restore Secondary Restore Server data using Portal  

To restore Secondary Restore Server data using Portal: 

1. On the navigation bar, click Computers.  

2. Click a computer row to expand its view. 

3. Click the Vault Settings tab. 

4. On the Vault Settings tab, click Add Vault. 

The Vault Settings dialog box appears. 

 

5. In the Vault Name field, enter a name for the Secondary Restore Server connection.  

6. In the Address field, enter the IP address of the Secondary Restore Server.  

7. In the Account, Username, and Password fields, enter an account and credentials for 

connecting to the Secondary Restore Server. 

8. Click Save. 

9. Click the Jobs tab. 

10. In the Job Tasks menu, click Restore from Another Computer. 

The Restore From Another Computer dialog box appears. 
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11. In the Vaults list, select the Secondary Restore Server connection. 

12. In the Computers list, select the computer. 

13. In the Jobs list, select the job from which you want to restore data. 

14. Click Okay. 

15. Complete the restore. 

1.4 Restore Secondary Restore Server data using CentralControl  

To restore Secondary Restore Server data using CentralControl: 

1. In CentralControl, right-click an Agent in the left pane and select Agent Configuration from 

the menu. 

2. Click the Vaults tab and then click New. 

3. In the Vault Configuration wizard, click Next. 

4. Select Register as a new computer, and then click Next. 

5. In the Profile name for the new vault field, enter a vault profile name, and then click Next. 

6. In the New address field, enter the IP address of the Secondary Restore Server and click 

Add. 

7. Click Next. 

8. In the New ports field, enter the port number of the Secondary Restore Server and click 

Add. 

9. Click Next. 

10. Select the reconnection and encryption settings and click Next. 

11. Enter authentication information for connecting to the Secondary Restore Server and click 

Next. 

12. Click Finish. 
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13. In the left pane, click the Agent. 

14. Go to Actions > Restore from another computer. 

15. Complete the Restore from Another Computer wizard. 

16. Click Finish. 
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2 Carbonite Server Backup Support 

If you have a question about Carbonite Server Backup that isn’t covered in this guide, our frequently-

updated Knowledge Base contains comprehensive information. The Knowledge Base is your first stop when 

searching for any Carbonite Server Backup solutions you may need. We highly recommend searching here 

first for the quickest answers to your questions. 

Knowledge Base: http://support.carbonite.com/evault 

 

2.1 Contacting Carbonite 

If you need live assistance from a qualified support agent, Carbonite Support is here for you 24 hours a day, 

7 days a week (excluding US holidays). Please feel free to get in touch with us, and we’ll help out any way we 

can! You can find the contact information for Carbonite Support in the Knowledge Base: 

http://support.carbonite.com/evault 

 

 

 

Tip: When contacting Support with a technical issue, please have both the program's log files and the store 

you are having difficulty with ready.  

To gather log files, click File menu and choose Open log folder. Compress the contents of the folder in a .zip 

file and attach it to your support request.  

If the log archive and/or mail store exceeds 10MB, you may not be able to send them as an email 

attachment. In that case, upload instructions will be provided to you upon request. 

 

http://support.carbonite.com/evault
http://support.carbonite.com/evault

